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ESTRATEGIAS DE GESTAO DE INTELIGENCIA E PREVENCAO CRIMINAL NA
POLICIA MILITAR DE SANTA CATARINA: UMA PROPOSTA DE MODELO
INTEGRADO PARA ATUACAO PROATIVA EM AREAS CRITICAS

Alison Vieira da Silva!
Henrique Pedro Borges?
William Augusto de Freitas Coelho?

Resumo: este trabalho apresenta uma proposta de aprimoramento das estratégias de gestao de
inteligéncia e prevengao criminal na Policia Militar de Santa Catarina (PMSC). Com o aumento
da demanda por ag¢des de seguranca publica mais eficientes e proativas, a pesquisa busca
desenvolver um modelo integrado de gestao de inteligéncia que combine dados operacionais e
tecnologias avancadas, como georreferenciamento e Big Data, para subsidiar a tomada de
decisdes e otimizar a atuacdo policial em 4areas criticas. Por meio de uma abordagem
metodologica qualitativa e quantitativa, foram realizados levantamentos empiricos mediante
questionarios repassados aos policiais, analise documental e observagdo participativa em
operagdes. A revisdo de literatura fundamenta-se no conceito de Policiamento Orientado pela
Inteligéncia (POI), na aplicagdo de ferramentas tecnologicas e na gestdao do conhecimento,
destacando lacunas e potencialidades para transformar o policiamento reativo em uma pratica
proativa e inteligente. Os resultados esperados incluem a criagao de um modelo de inteligéncia
adaptado as necessidades da PMSC, com impacto direto na redug¢do de tempos de resposta,
aumento da eficicia das agdes preventivas e maior eficiéncia na alocacdao de recursos. Além
disso, propde-se um programa de capacitacdo para o uso das tecnologias e metodologias
desenvolvidas, promovendo uma transformagao sustentavel nas praticas de seguranga publica
no estado.

Palavras-chave: Gestdo de inteligéncia; Prevencdo criminal; Policiamento Orientado pela
Inteligéncia; Tecnologia em Seguranca Publica; Policia Militar de Santa Catarina.

1 INTRODUCAO

A seguranga publica no Brasil enfrenta desafios cada vez mais complexos, que
demandam solugdes inovadoras e estratégicas para lidar com a criminalidade e a protecao das
populacdes. No cendrio atual, as institui¢des policiais tém buscado formas de integrar novas
tecnologias e praticas baseadas em dados para melhorar sua atuagdo, tornando-a mais eficiente

e alinhada as necessidades sociais. Nesse contexto, a Policia Militar de Santa Catarina (PMSC)

! Policial Militar do Estado de Santa Catarina, graduado em Tecnologia em Logistica pela Universidade
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2 Policial Militar do Estado de Santa Catarina, graduado em Teologia pela Universidade Cesumar —
UNICESUMAR.

3 Policial Militar do Estado de Santa Catarina, bacharel em Direito pela Escola Superior de Cricitma — ESUCRI.



desempenha um papel crucial, operando em um estado reconhecido por sua diversidade
geografica e desafios especificos de seguranca.

Quando falamos em uma atuagao proativa no contexto de seguranca publica, significa
agir antes que os problemas acontegam, antecipar riscos € tomar medidas preventivas para
garantir a seguranga da populagdo, que € o oposto de uma abordagem reativa, onde as a¢des s6
ocorrem depois que o problema ja aconteceu.

Apesar do empenho institucional, a PMSC enfrenta dificuldades na utilizagao plena de
dados operacionais para orientar suas a¢des de forma proativa. A coleta de informagdes ¢ muitas
vezes fragmentada, dificultando a criagdo de um panorama estratégico que permita a
antecipacdo de crimes e a alocagdo otimizada de recursos. Essa lacuna evidencia a necessidade
de um modelo que promova a integragao das diferentes fontes de dados disponiveis, associado
ao uso de tecnologias como georreferenciamento e analise em tempo real (Silva et al., 2020).

A abordagem conhecida como Policiamento Orientado pela Inteligéncia (POI) tem se
destacado no Brasil como uma pratica eficiente para maximizar o uso de dados e transformar o
policiamento reativo em uma atuagao proativa (Brasil; Mauerberg Junior, 2022). Inspirado
nesse conceito, o presente trabalho busca desenvolver uma proposta de modelo de gestao de
inteligéncia adaptado a realidade da PMSC, com o objetivo de melhorar sua eficacia nas areas
de maior vulnerabilidade.

Os desafios enfrentados pela PMSC nao se limitam a tecnologia, mas também incluem
questdes estruturais e culturais dentro da corporacao. A falta de treinamento especifico para
lidar com ferramentas de inteligéncia e a resisténcia a mudangas institucionais sao fatores que
precisam ser superados para garantir o sucesso de qualquer proposta inovadora. Dessa forma,
este trabalho também considera a capacitacdo dos policiais como elemento central para a
implementag¢ao do modelo sugerido (Chamorro; Villavicencio, 2024).

Ademais, ¢ necessario reconhecer que a seguranga publica ¢ um fendmeno
multifacetado, influenciado por variaveis sociais, economicas e culturais. Assim, a proposta
apresentada neste estudo ndo busca apenas resolver questdes operacionais, mas também
contribuir para uma visao mais ampla de seguranca, onde a integragao entre inteligéncia policial
e comunidades locais possa gerar solugdes sustentaveis (Silva et al., 2020). Com isso, espera-
se criar um impacto positivo ndo apenas na prevencdo da criminalidade, mas também no
fortalecimento da confianga entre a policia e a sociedade.

Portando, este trabalho nao se limita a sugerir melhorias operacionais, mas também
propoe capacitagdes especificas para os policiais da PMSC, assegurando que o conhecimento e

as tecnologias introduzidas sejam plenamente assimilados e utilizados no cotidiano policial.



Assim, espera-se que a implementagdo de estratégias mais inteligentes e integradas contribua
para a construcdo de um modelo de seguranca publica mais eficaz e sustentavel em Santa

Catarina.

2 REVISAO DA LITERATURA

A necessidade de uma revisao da literatura sobre estratégias de gestao de inteligéncia e
prevengao criminal, sendo essencial para compreender como o conhecimento produzido na area
tem evoluido e contribuido para uma melhora significativa nas atuagdes policiais. Esse processo
permite identificar os principais conceitos, métodos e praticas adotadas no campo da seguranca
publica, com foco na aplicacao da inteligéncia como ferramenta de apoio a tomada de decisdes
e a antecipacdo de ocorréncias criminais. Além disso, a andlise critica das producdes
académicas e institucionais permite reconhecer desafios, avangos e lacunas existentes, servindo

de base para o desenvolvimento de novas abordagens.

2.1 Policiamento Orientado por Inteligéncia (POI)

O conceito de Policiamento Orientado por Inteligéncia (POI) surgiu como uma resposta
anecessidade de integrar dados e analises no processo decisorio das forgas policiais, permitindo
uma atuagdo mais estratégica e preventiva. Segundo Silva et al. (2020), o POI baseia-se no uso
de informagdes qualificadas para subsidiar operacdes policiais, tornando-as mais assertivas e
eficazes. Essa abordagem busca substituir o modelo tradicional reativo, caracterizado pela
resposta as ocorréncias apds sua materializacdo, por um modelo proativo, onde a inteligéncia
operacional permite prever padrdes criminais € otimizar recursos.

No Brasil, a aplicagao do POI ainda enfrenta desafios, como a fragmentacdo de bases
de dados, a auséncia de interoperabilidade entre 6rgdos de seguranca e a necessidade de
capacitagdo continua dos agentes. De acordo com Brasil e Mauerberg Junior (2022), a auséncia
de um sistema nacional de integragao de inteligéncia limita a capacidade das policias de atuar
de forma coordenada, dificultando a prevengao e repressao qualificada ao crime.

No contexto da Policia Militar de Santa Catarina (PMSC), o POI pode representar um
avanco significativo na identificacdo de padrdes criminais, alocacdo estratégica de efetivo e
antecipacao de cendrios de risco. No entanto, a implementagao desse modelo exige mudangas

estruturais e culturais dentro da corporacdo, incluindo investimentos em tecnologia,



treinamentos especializados e integracdo de sistemas operacionais (Chamorro; Villavicencio,

2024).

2.2 Tecnologias de analise de dados: Georreferenciamento e Big Data

O avango das tecnologias de analise de dados tem proporcionado as forgas de seguranga
ferramentas poderosas para melhorar o planejamento e a execucdo de operagdes. O
georreferenciamento permite mapear areas de risco € monitorar a criminalidade em tempo real,
possibilitando uma distribui¢do mais eficiente do efetivo policial. Ferramentas como Sistemas
de Informacdo Geografica (SIG) integram dados de multiplas fontes, gerando insights
estratégicos para a tomada de decisdes (Silva et al., 2020).

O uso de Big Data na seguranca publica amplia ainda mais essas possibilidades,
processando grandes volumes de dados de forma rapida e eficiente. Plataformas de analise de
dados podem identificar padrdes criminais ocultos em registros de ocorréncias, denuncias e
outras fontes, permitindo uma atua¢do mais direcionada e preventiva (Brasil; Mauerberg Junior,
2022). No contexto brasileiro, a combinagdo entre georreferenciamento ¢ Big Data tem
demonstrado resultados positivos na reducdo de crimes e no aprimoramento da inteligéncia
policial, sendo fundamental para o modelo proposto para a PMSC (Chamorro; Villavicencio,
2024).

A adogao dessas tecnologias torna o policiamento mais dinamico e preditivo, permitindo
que a PMSC atue de forma mais estratégica na alocagdo de recursos € na antecipacao de

cenarios criminais.

2.3 Gestao do Conhecimento aplicada a Seguranca Publica

A gestao do conhecimento ¢ um elemento fundamental para a eficiéncia operacional das
forcas policiais, pois permite que informacdes estratégicas sejam coletadas, organizadas e
disseminadas de maneira sistematica. Segundo Silva et al. (2020), a inteligéncia policial
depende nao apenas do acesso a dados, mas também da capacidade de interpretar e compartilhar
informacgdes dentro da institui¢ao.

No contexto da PMSC, a gestdo do conhecimento pode ser aplicada para criar ciclos
continuos de aprendizado, onde informagdes operacionais sdo armazenadas, analisadas e
disseminadas entre as equipes. De acordo com o Chamorro e Villavicencio (2024), a auséncia

de protocolos padronizados para a coleta e analise de dados dificulta o compartilhamento de



inteligéncia entre unidades operacionais, comprometendo a capacidade da policia de agir de
maneira coordenada e eficiente.

A implementacao de uma estrutura de gestao do conhecimento na PMSC pode garantir
que as melhores praticas operacionais sejam continuamente registradas e compartilhadas,
fortalecendo a cultura de inovagdo e colaboragdo dentro da institui¢do. Ferramentas
tecnoldgicas podem ser utilizadas para registrar e compartilhar boas praticas, garantindo que o

conhecimento seja aproveitado de maneira eficaz na formulacao de estratégias de seguranca.

2.4 Discussao de trabalhos semelhantes e lacunas existentes

Estudos nacionais t€ém explorado a aplicacao da inteligéncia policial e da tecnologia na
seguranca publica brasileira. Silva et al. (2020) analisam o impacto do Policiamento Orientado
pela Inteligéncia (POI) e apontam que, apesar dos avangos, ainda hé desafios na implementacao
integrada da inteligéncia policial no Brasil. Brasil e Mauerberg Junior (2022) discutem a relagao
entre o uso de tecnologia e o desempenho das organizagdes policiais, destacando que a
capacitacdo dos agentes e a modernizacdo dos sistemas de analise de dados sdo fatores
essenciais para o sucesso dessa abordagem.

Entretanto, ainda existem lacunas significativas na aplicacdo dessas metodologias no
contexto da PMSC. A fragmentacdo dos sistemas de informacgao, a auséncia de investimentos
consistentes e a falta de treinamento especializado continuam sendo barreiras para a plena
implementa¢ao de um modelo de policiamento baseado em inteligéncia. Além disso, poucos
estudos nacionais abordam especificamente a aplicagdo do POI e do Big Data na seguranca
publica de estados como Santa Catarina, refor¢ando a relevancia deste trabalho para a literatura
nacional.

Dessa forma, este estudo contribui para o avanco das discussdes sobre a modernizagao
da inteligéncia policial no Brasil, apresentando um modelo que busca integrar gestdo de
conhecimento, tecnologia e analise de dados para fortalecer a seguranca publica.

A vista disso, como a implementagdo de um modelo integrado de gestdo de inteligéncia
pode aprimorar a atuacao proativa da Policia Militar de Santa Catarina na prevencao criminal

em areas criticas?



3 METODO

Este estudo caracteriza-se como uma pesquisa descritiva e aplicada, com abordagem
qualitativa e quantitativa. A pesquisa descritiva busca compreender os desafios enfrentados por
policiais operacionais e comandantes de companhia no uso de inteligéncia e dados operacionais,
fornecendo um panorama detalhado da situagdo atual (Silva et al., 2020). Ja a vertente aplicada
tem como objetivo propor solucdes praticas para a modernizacao da inteligéncia policial, como
um modelo de gestao de inteligéncia adaptado a realidade da Policia Militar de Santa Catarina
(Brasil; Mauerberg Junior, 2022).

A abordagem qualitativa permite uma analise aprofundada das percepc¢des dos agentes
de segurancga, identificando padrdes e dificuldades na implementacdo de tecnologias e
metodologias de inteligéncia (Chamorro; Villavicencio, 2024). Ja a analise quantitativa
possibilita a mensurac¢do de indicadores operacionais e a avaliacdo da eficacia das estratégias
de inteligéncia, fornecendo dados objetivos que embasam as propostas apresentadas.

Esse modelo metodologico possibilita uma compreensao abrangente do cenario atual da
PMSC, garantindo que as solucdes propostas estejam alinhadas com a realidade operacional da

corporacdo e fundamentadas em dados concretos.

3.1 Contexto do estudo

A pesquisa sera realizada no contexto das unidades do 6° CRPM, no 29° Batalhao de
Policia Militar de I¢ara; na 3° CRPM, no 12° Batalhdo de Policia Militar de Balneario Camborit;
e na 3° CRPM, no 1° Batalhdo de Policia Militar de Itajai. Essas localidades foram selecionadas
devido a relevancia estratégica de suas operagdes ¢ ao volume de ocorréncias diarias, o que

proporciona um campo rico para analise.

3.2 Estratégias de coleta de dados

Para obter dados relevantes e confidveis, serao utilizadas duas estratégias principais de
coleta de informagdes:

1. Pesquisa com Policiais Operacionais: Policiais que atuam diretamente no

atendimento de ocorréncias diarias responderao a um formulario online com perguntas

voltadas para entender:

e Os desafios enfrentados na utiliza¢ao de dados operacionais.
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e A percepcdo sobre a eficacia dos sistemas e ferramentas disponiveis.

e Sugestdes para melhorar a integracao de inteligéncia e planejamento operacional.
2. Pesquisa com Comandantes de Companhia: Comandantes responsaveis pelo
processamento de dados e pelo direcionamento do policiamento responderdo a um
segundo formulario online, projetado para:

o Identificar os critérios usados no direcionamento do policiamento.

e Avaliar a integracao das informagdes coletadas no campo.

e Mapear as lacunas e oportunidades para uma gestdo de inteligéncia mais

eficiente.

3.3 Instrumentos de coleta

Os instrumentos de coleta de dados serdo formularios online, elaborados para atender
as especificidades dos dois grupos de participantes: policiais operacionais e comandantes de
companhia. Esses formularios serao desenvolvidos com perguntas cuidadosamente estruturadas,
divididas em questdes objetivas e subjetivas, com o objetivo de abranger tanto a quantificagdao
de percepgdes quanto a coleta de insights qualitativos. As perguntas objetivas utilizardo escalas
numéricas, como ade 1 a 5, (1: Muito Baixo — 2: Baixo — 3: Mediano — 4: Otimo — 5: Excelente)
para avaliar aspectos como o acesso a informacdes, a eficiéncia das ferramentas tecnologicas,
e a integracdo entre coleta de dados e planejamento estratégico. Esse formato permitira
mensurar de forma clara os desafios e as potencialidades percebidas pelos participantes,
facilitando a analise estatistica e a geracao de indicadores.

Por outro lado, as perguntas subjetivas serdo direcionadas para explorar opinides,
sugestoes e experiéncias dos participantes, buscando compreender as nuances € os contextos
especificos do uso de dados operacionais e de inteligéncia. No caso dos policiais operacionais,
essas perguntas permitirdo identificar lacunas no fluxo de informagdes e oportunidades de
melhoria para fortalecer o patrulhamento. J4 para os comandantes de companhia, as questdes
subjetivas focardo no processo de tomada de decisdes e nas estratégias de integragao de dados,
permitindo colher insights valiosos sobre o planejamento estratégico e o direcionamento de
recursos. A utilizacdo de formulérios online torna o processo mais acessivel e eficiente,
garantindo a coleta de informag¢des em tempo habil e preservando a confidencialidade das

respostas.
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4 SINTESE DA PESQUISA

A pesquisa realizada com policiais operacionais ¢ comandantes de companhia dos
batalhdes 1° BPM (Itajai), 12° BPM (Balneario Camborit) e 29° BPM (Igara) revelou desafios
significativos na utilizag¢do de inteligéncia operacional e integracdo de dados na Policia Militar
de Santa Catarina. Os dados coletados foram organizados em categorias principais para facilitar

a analise e identificar padrdes comuns entre os diferentes batalhdes.

4.1 Demandas operacionais e tecnologicas

PRINCIPAIS DESAFIOS ENFRENTADOS PELOS POLICIAIS OPERACIONAIS

50
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Ul © U1 O

B Auséncia de um sistema nacional unificado

m Necessidade de acesso a cameras em tempo real

m Falta de detalhamento das ocorréncias pelo COPOM
® Uso de tecnologias e Inteligéncia Artificial

® Melhora do sistema de comuni¢do

Os resultados apontam que um dos principais desafios enfrentados pelos policiais
operacionais ¢ a falta de integracao de bancos de dados criminais. Com 45 mengdes diretas nas
respostas, a auséncia de um sistema nacional unificado dificulta a consulta rapida de
antecedentes criminais, especialmente em regides que recebem grande fluxo de turistas.
Policiais destacaram que suspeitos com mandados de prisao ativos em outros estados muitas
vezes nao sao identificados devido a falta de acesso a um banco de dados interligado.

Além disso, 38 respostas indicaram a necessidade de acesso a cadmeras em tempo real,
sugerindo a integracdo direta dos policiais em campo com os sistemas de monitoramento

publico e privado. Essa medida permitiria um planejamento mais preciso antes da abordagem
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e aumentaria a seguranga operacional (Silva et al., 2020). Comandantes reconhecem essa
necessidade, mas apontam dificuldades operacionais e burocraticas para sua implementagao.

Outro ponto critico identificado foi a falta de detalhamento das ocorréncias pelo
COPOM (33 respostas). Policiais operacionais relataram que, muitas vezes, as informacdes
fornecidas pelo atendimento inicial sdo vagas ou imprecisas, resultando em deslocamentos
ineficazes ou abordagens sem contexto adequado. Essa deficiéncia tem impacto direto na
eficacia do policiamento e pode levar a falhas na identificagdo de suspeitos e testemunhas
(Brasil; Mauerberg Junior, 2022).

A falta de integracdo tecnoldgica entre unidades policiais e a auséncia de um fluxo de
comunicagdo eficiente demonstram a necessidade urgente de modernizacdo da inteligéncia
operacional da PMSC. Esse cenario exige solugdes inovadoras, que serao discutidas no préoximo

topico.

4.2 Propostas de melhorias tecnologicas e estratégicas

Os policiais operacionais também sugeriram diversas inovagdes para aprimorar a coleta
e o0 uso de dados em campo. A mais citada foi a implementagdo de reconhecimento facial
portatil (30 respostas), que permitiria a identificacdo rapida de suspeitos de crimes e
contravengdes penais, sem burocracia e maximizando a efetividade no policiamento ordinario.
Comandantes indicaram que a aplicagdo dessa tecnologia exigiria investimentos e
regulamentacao especifica.

Outro ponto levantado foi a demora no repasse de informacgdes operacionais (27
respostas). Muitos policiais afirmaram que falhas na comunicacdo entre diferentes setores
prejudicam a resposta rapida a crimes. Uma possivel solugdo seria a otimizagao da rede de radio
e a integragdo de aplicativos moveis para compartilhamento instantaneo de dados criticos.

O uso de Inteligéncia Artificial (IA) para analise de dados também apareceu como uma
recomendacdo relevante (25 respostas). Comandantes mencionaram que a aplicagdo de TA
poderia facilitar a anélise preditiva de crimes, enquanto policiais operacionais sugeriram que
assistentes virtuais poderiam otimizar buscas e consultas em campo.

A melhoria na comunicac¢ao entre equipes (20 respostas) foi outro ponto destacado, com
sugestdes como a criagdo de protocolos mais eficazes para o compartilhamento de informagdes
entre guarni¢oes e a realizacao de reunides taticas baseadas em dados atualizados semanalmente.

A modernizagao dessas ferramentas possibilitaria um salto qualitativo na forma como a PMSC
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atua na prevengdo e repressdo a criminalidade, garantindo um policiamento mais dindmico e

eficiente.
4.3 Impactos da falta de informac¢des adequadas no atendimento de ocorréncias

Os relatos dos policiais indicam que a falta de informacdes adequadas compromete
diretamente a efetividade das operacdes. Diversos agentes relataram situacdes em que dados
imprecisos ou desatualizados resultaram em falhas operacionais, incluindo abordagens erradas,
demora na identificacdo de criminosos e perda de oportunidades para efetuar prisdes.

Casos especificos mencionaram erros no cadastro de ocorréncias, locais imprecisos e
falta de caracteristicas detalhadas de suspeitos. Um dos exemplos citados envolveu a demora
na atualizacdo de um mandado de prisao, permitindo que um suspeito fosse liberado antes que
sua situacao fosse devidamente identificada.

Outro caso relevante foi a auséncia de informagdes detalhadas sobre movimentagoes
criminosas, o que dificultou a atuagdo preventiva da policia. Muitos policiais mencionaram que
um mapeamento preciso das areas de maior incidéncia criminal (mancha criminal) permitiria
um planejamento mais eficaz do policiamento preventivo.

A adogdo de ferramentas analiticas e metodologias preditivas pode corrigir essas falhas

operacionais, otimizando a atuagao da PMSC.
4.4 Similaridade dos resultados das pesquisas

PRINCIPAIS DESAFIOS ENFRENTADOS PELOS COMANDANTES DE
COMPANHIAS

Respostas

35

2,5

1,5

[uny

0,5

H Falta de interagdo entre sistemas em ambito nacional
B Aprimoramento na tecnologia e inovagao
m Dificuldade na anélise de dados e predicdo de criminalidade

B Comunica¢do em tempo real
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Na mesma esteira, as pesquisas direcionadas aos comandantes de companhias, fungdes
importantes de gestdo exercidas por oficiais da PMSC, contou com cinco respondentes, entre
oficiais intermedidrios e oficiais superiores, sendo que foi observado que os principais desafios
enfrentados pelos policiais gestores referente ao mesmo tema, sao similares aos observados dos
policiais do servigo operacional, como podemos verificar: falta de interagdo entre sistemas
nacionais prejudicando o recebimento e o compartilhamento de informagdes; aprimoramento
na tecnologia e inovagao, como melhoria da captagdo de recursos para novas ferramentas e
analise de dados; dificuldade da Comunicagao em tempo real entre 0 COPOM e as guarni¢des

de servigo.

5 RESULTADOS E DISCUSSAO

Os desafios enfrentados pela Policia Militar de Santa Catarina (PMSC) na adogao de
um modelo eficiente de gestdo de inteligéncia foram amplamente evidenciados pela pesquisa.
As analises demonstram que a corporagdo ainda opera com limitagdes na integragao de dados,
na capacitacao dos agentes e na aplicacao estratégica da tecnologia, o que impacta diretamente
na capacidade de resposta e na previsibilidade das a¢des policiais.

A fragmentagdo dos sistemas de informagdo, a auséncia de treinamentos continuos e a
subutilizagdo de ferramentas tecnologicas fazem com que o potencial da inteligéncia policial
ndo seja plenamente explorado. Para superar essas barreiras e garantir uma atuacdo mais
eficiente e orientada por dados, propde-se um modelo de gestdo que busque fortalecer a
integracdo das informacdes, capacitar os policiais para o uso de ferramentas analiticas e
aprimorar a aplicagdo de tecnologias inovadoras na seguranga publica.

Por isso, a partir dos dados empiricos obtidos, € proposto um plano de agdo que tera
métodos e resultados esperados, abordando suas estratégias de implementagdo, desafios

operacionais e impactos esperados na eficiéncia da seguranga publica.

5.1 Comparacio com a literatura

Os achados da pesquisa corroboram com os principios do Policiamento Orientado pela
Inteligéncia (POI), que enfatiza o uso estratégico de dados para subsidiar a tomada de decisdes
operacionais. Segundo Silva et al. (2020), a inteligéncia policial deve estar baseada na analise
sistematica de informacdes, permitindo o direcionamento eficiente dos recursos policiais e

aumentando a previsibilidade das agdes de seguranca. No entanto, os resultados evidenciam
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que, no contexto da Policia Militar de Santa Catarina (PMSC), essa integracdo ainda apresenta
falhas estruturais e operacionais, dificultando a consolidagdo de um modelo de inteligéncia
eficaz.

A pesquisa revelou que a falta de um sistema unificado de compartilhamento de
informagdes entre unidades da PMSC e outras for¢as de seguranca demonstra uma barreira
critica para a aplicacdo do POI. Conforme apontado por Brasil e Mauerberg Junior (2022), a
eficacia do policiamento orientado por inteligéncia depende da capacidade de conectar
diferentes bases de dados, garantindo uma visdo ampla e integrada da criminalidade.
Atualmente, os policiais operacionais enfrentam dificuldades na consulta de mandados de
prisdo, antecedentes criminais e registros de ocorréncias de individuos de outros estados,
refor¢ando a necessidade de uma plataforma centralizada e interligada nacionalmente.

Além disso, a literatura destaca o papel do Georreferenciamento ¢ do Big Data na
modernizagdo da seguranga publica, permitindo que as forgas policiais adotem uma abordagem
mais preditiva e estratégica. Chamorro e Villavicencio (2024) enfatiza que a analise de padroes
criminais por meio de Big Data permite a identificagdo de “hotspots” de criminalidade,
facilitando a distribuicao eficiente do efetivo policial e a priorizagao de areas criticas para agdes
preventivas. No entanto, os participantes da pesquisa mencionaram a auséncia de ferramentas
de mapeamento de criminalidade e inteligéncia artificial para previsdo de padrdes criminais, o
que limita a capacidade da PMSC de atuar preventivamente e alocar seus recursos de forma
otimizada.

Outro ponto critico levantado pela pesquisa e reforcado na literatura ¢ a necessidade de
uma Gestdo do Conhecimento aplicada a seguranga publica. Segundo Silva et al. (2020), a
inteligéncia policial deve ser acompanhada de um sistema estruturado de aprendizado
organizacional, onde as informacdes operacionais sejam armazenadas, analisadas e
disseminadas de maneira continua entre as equipes. O estudo mostrou que a PMSC ainda ndo
possui um ciclo estruturado de aprendizado, resultando na perda de informagdes estratégicas ao
longo do tempo e na falta de continuidade na gestdo da inteligéncia policial.

Dessa forma, os resultados da pesquisa indicam que a implementagdo de um modelo
aprimorado de gestao de inteligéncia na PMSC deve considerar trés pilares fundamentais:

1. Integracdo de Sistemas — Criar uma plataforma centralizada e interligada para
consulta de informagdes criminais em tempo real, garantindo que os policiais tenham acesso
rapido a registros de ocorréncias, mandados de prisdo e bancos de dados nacionais.

2. Capacitacao dos Policiais — Oferecer treinamentos continuos para os agentes de

seguranga sobre o uso de inteligéncia policial, ferramentas tecnologicas e analise de dados,
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garantindo que os recursos disponiveis sejam plenamente utilizados para a melhoria das
operacoes.

3. Uso Estratégico de Tecnologia — Incorporar Inteligéncia Artificial (IA),
reconhecimento facial e andlise preditiva de crimes, possibilitando um policiamento mais
eficiente, preventivo e orientado por dados concretos.

Além da implementagdo tecnologica e dos treinamentos, a mudanca cultural dentro da
corporagao ¢ um desafio fundamental. A transi¢do para um modelo de policiamento orientado
por inteligéncia exige ndo apenas novos processos € tecnologias, mas também uma
reestruturacdo na mentalidade institucional, onde a coleta e analise de dados sejam percebidas
como ferramentas indispenséaveis para a tomada de decisdes estratégicas. Conforme apontado
por Brasil e Mauerberg Junior (2022), a adocao de inteligéncia policial depende da criagao de
uma cultura organizacional onde o conhecimento seja sistematicamente compartilhado entre as
unidades operacionais e estratégicas.

Diante do exposto, percebe-se que a transformagdo da PMSC em uma institui¢do mais
orientada por inteligéncia exige ndo apenas investimentos em tecnologia, mas também uma
reestruturacao organizacional e um comprometimento continuo com a capacitagao dos agentes
de seguranca. A implementacdo de um modelo integrado de inteligéncia ndo pode ser encarada
apenas como uma ferramenta operacional, mas sim como um novo paradigma para o
policiamento moderno, onde a andlise de dados e a gestdo do conhecimento se tornam pilares

essenciais para uma seguranca publica mais eficiente e confiavel.

5.2 Integracao de sistemas

A fragmentagdo e a falta de integragao entre os sistemas de inteligéncia policial foram
identificadas como um dos principais desafios enfrentados pela Policia Militar de Santa
Catarina (PMSC). Atualmente, os policiais operacionais ndo possuem acesso eficiente e
unificado a bases de dados criminais, registros de ocorréncias e sistemas de
videomonitoramento. Essa limitagdo compromete a eficidcia das operagdes, tornando as
abordagens menos assertivas e retardando a tomada de decisdes criticas.

A auséncia de um banco de dados criminal nacional integrado dificulta a identificagao
de suspeitos, especialmente em areas que recebem um grande fluxo de pessoas de outros estados.
A pesquisa revelou que, frequentemente, policiais ndo conseguem verificar antecedentes
criminais de individuos provenientes de fora de Santa Catarina, o que representa um risco para

a seguranga publica. Além disso, a falta de acesso a imagens de videomonitoramento em tempo
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real reduz a capacidade da corporacdo de reagir rapidamente a incidentes e acompanhar
deslocamentos suspeitos.

A integragdo de sistemas € a base para um policiamento preventivo mais eficiente,
permitindo que os agentes operacionais atuem com informagdes precisas e atualizadas. Para
que essa proposta seja efetiva, € necessario implementar um modelo que contemple diferentes

bases de dados e garanta um fluxo continuo de informagdes entre os agentes.

5.2.1 Proposta de desenvolvimento

Para solucionar essa deficiéncia, propde-se a criacdo de uma plataforma centralizada e
integrada, que unifique diversas fontes de dados operacionais e de inteligéncia em um Unico
sistema de facil acesso para os policiais. Essa plataforma deve contemplar:

1. Integracao Nacional de Dados Criminais

Implementa¢do de um banco de dados unificado que permita consultas rapidas sobre
mandados de prisdes, registros criminais e perfis de suspeitos.

Acesso imediato a informagdes de outros estados, garantindo que policiais consigam
consultar histdricos criminais de individuos de qualquer localidade do pais.

2. Acesso Ampliado a Sistemas de Videomonitoramento

Integracdo de cameras publicas e privadas (como as de estabelecimentos comerciais e
sistemas municipais) com acesso controlado pela PMSC.

Utilizagdo de tecnologia de reconhecimento de placas veiculares (OCR), permitindo que
os policiais rastreiem veiculos suspeitos com mais agilidade.

3. Interoperabilidade entre as Forcas de Seguranca

Conexao do sistema da PMSC com bases de dados da Policia Civil, Policia Federal e
Ministério da Justiga, promovendo um fluxo continuo de informacdes.

Desenvolvimento de um protocolo de compartilhamento de inteligéncia entre as
diferentes unidades da PMSC, garantindo que informagdes criticas sejam disseminadas entre
os agentes de forma rapida e eficiente.

4. Plataforma Mével para Policiais Operacionais

Criacdo de um aplicativo seguro e responsivo, que permita o acesso a informagdes
operacionais em tempo real diretamente das viaturas e dispositivos moveis.

Implementagdo de assistentes virtuais baseados em IA, que possam fornecer resumos

rapidos de ocorréncias e perfis criminais, reduzindo o tempo gasto na busca de informagoes.



18

5.2.2 Resultados esperados

A implementacdo dessa plataforma integrada proporcionara ganhos operacionais
imediatos, permitindo que a PMSC atue de maneira mais rapida, precisa e estratégica. Os
principais beneficios incluem:

1. Maior eficiéncia no atendimento de ocorréncias: Policiais terdo acesso instantdneo
a dados completos sobre suspeitos, locais e ocorréncias anteriores, reduzindo o tempo de
investigagcdo em campo.

2. Aumento da taxa de captura de criminosos foragidos: O acesso a bancos de dados
nacionais garantird que individuos procurados nao escapem por falta de informagdo no
momento da abordagem.

3. Melhoria na coordenagdo das agdes policiais: A integragdo com
videomonitoramento e analise de veiculos permitird um controle mais eficaz de movimentagdes
suspeitas e atividades criminosas em tempo real.

4. Reducao de erros e falhas operacionais: A unificacdo das informagdes eliminara
lacunas de comunicacgao e evitard abordagens mal fundamentadas, tornando as operagdes mais
seguras e eficientes.

A integracdo de sistemas serd a espinha dorsal do modelo de gestao de inteligéncia,
permitindo que os demais pilares — capacitagao dos policiais e uso estratégico de tecnologia —
sejam plenamente aproveitados. Ao tornar a PMSC mais interconectada e orientada por dados,
a corporagdo estara melhor preparada para enfrentar os desafios da seguranca publica

contemporanea e reduzir os indices criminais de forma estratégica e inteligente.

5.3 Capacitacao dos policiais

A eficiéncia de um modelo de gestdo de inteligéncia ndo depende apenas da tecnologia
utilizada, mas também da capacidade dos policiais em interpretar, analisar e aplicar as
informacdes operacionais de maneira eficaz. A pesquisa revelou que muitos agentes nao
possuem treinamento adequado para utilizar sistemas de analise de inteligéncia, o que limita a
eficacia das ferramentas disponiveis.

Além disso, foi identificada a necessidade de um padrao unificado de coleta e

disseminagdo de informagdes, garantindo que os dados registrados sejam precisos,
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padronizados e uteis para futuras operagdes. Sem um programa estruturado de capacitacado, a
implementagdo de novas tecnologias e metodologias pode se tornar subutilizada ou, no pior dos
casos, resultar em erros operacionais graves.

A capacitacao continua € essencial para que os policiais compreendam a importancia da
inteligéncia operacional e saibam como utilizar os recursos disponiveis de forma estratégica.
Para isso, ¢ fundamental que o treinamento ocorra de forma sistematica, contemplando tanto os

policiais operacionais quanto os comandantes e analistas de inteligéncia.

5.3.1 Proposta de desenvolvimento

Para garantir a plena utilizagdo dos recursos tecnologicos e a eficiéncia no planejamento
operacional, propde-se a implementagdo de um programa de capacitacdo e treinamento
continuo, dividido em trés frentes principais:

1. Treinamento Operacional para Policiais em Campo

Uso de bancos de dados e plataformas de inteligéncia, incluindo consultas em tempo
real a informacgdes criminais e registros de ocorréncias.

Capacitacdo em procedimentos padronizados de coleta de dados durante atendimentos
de ocorréncias, garantindo que os registros sejam detalhados e uteis para analise futura.

Simulagdes praticas de uso de inteligéncia em operagdes, permitindo que os policiais
testem o acesso ¢ interpretacao de dados em situagdes realistas.

2. Capacitacio Estratégica para Comandantes e Analistas de Inteligéncia

Treinamento para interpretacao e analise de padrdes criminais, utilizando ferramentas
de Big Data e georreferenciamento.

Implementacdo de modelos de policiamento baseado em inteligéncia, aprimorando a
tomada de decisOes estratégicas.

Cursos especializados em andlise preditiva de criminalidade, permitindo a melhor
distribuicdo do efetivo policial conforme as tendéncias criminais identificadas.

3. Treinamento Continuo e Atualiza¢des Tecnolégicas

Desenvolvimento de cursos peridodicos e workshops presenciais e online, garantindo a
atualizacdo constante dos agentes sobre novas tecnologias e melhores praticas de inteligéncia
policial.

Simulacdes operacionais para aprimorar a integragao entre as equipes operacionais € 0s

analistas de inteligéncia, reforcando a cooperagao e troca de informacdes.
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Avaliacdo de desempenho com certificacdes internas, garantindo que os policiais
estejam preparados para lidar com os desafios da seguranga publica moderna e operem os

sistemas de inteligéncia de forma eficiente.

5.3.2 Resultados esperados

A implementagao de um programa de capacitagdo continua e estruturada resultard em
ganhos operacionais significativos, tornando o policiamento mais eficiente e orientado por
dados concretos. Os principais beneficios incluem:

1. Profissionaliza¢do da inteligéncia policial, permitindo que os agentes operacionais
e gestores facam uso completo das ferramentas disponiveis.

2. Redugao da margem de erro operacional, garantindo que os processos de coleta,
registro e analise de dados sejam mais padronizados e precisos.

3. Melhoria no planejamento estratégico, assegurando que as decisdes sejam baseadas
em dados concretos e previsdes analiticas.

4. Aumento da efetividade no combate ao crime, garantindo que as operagdes sejam
mais bem coordenadas e fundamentadas em inteligéncia operacional.

5. Fortalecimento da cultura organizacional, promovendo uma mentalidade de
aprendizado continuo e inovagao dentro da PMSC.

A capacitagao adequada dos policiais ¢ um fator essencial para que a inteligéncia
policial seja verdadeiramente incorporada a cultura da PMSC. No entanto, para que essa
capacitagdo tenha o impacto desejado, € necessario garantir que as ferramentas tecnologicas
estejam disponiveis e plenamente integradas ao cotidiano dos policiais.

Dessa forma, a ado¢do de novas tecnologias e metodologias analiticas torna-se o

proximo passo fundamental para consolidar um policiamento inteligente e eficiente.

5.4 Uso estratégico de tecnologia

A modernizagdo da seguranga publica exige que as forcas policiais incorporem
tecnologias avancadas para fortalecer a inteligéncia operacional e aprimorar a eficiéncia das
acoes preventivas. A pesquisa revelou que a falta de integracdo tecnologica e a subutilizacao
de ferramentas existentes sao fatores que limitam a capacidade da PMSC de atuar de maneira

proativa e estratégica no combate a criminalidade.
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Atualmente, o modelo de policiamento da PMSC ainda se baseia predominantemente
em uma abordagem reativa, com pouca utilizagcdo de Inteligéncia Artificial (IA), Big Data e
georreferenciamento para antecipacdo de padrdes criminais. A implementacdo dessas
tecnologias pode transformar a forma como o policiamento ¢ planejado e executado, garantindo
maior precisdo na tomada de decisdes e melhor alocagdo de recursos.

Para que o uso da tecnologia seja eficaz, é necessario que ela esteja integrada ao modelo
de gestdo de inteligéncia, permitindo que os policiais acessam e analisem informacdes

operacionais de forma rapida e segura.

5.4.1 Proposta de desenvolvimento

A implementagao do uso estratégico da tecnologia deve contemplar trés eixos centrais:

1. Inteligéncia Artificial para Analise Criminal

Utilizagdo de IA para processar grandes volumes de dados criminais, identificando
padrdes e tendéncias ocultas que possam antecipar crimes.

Desenvolvimento de modelos preditivos baseados em dados historicos, permitindo que
os gestores direcionem efetivos para areas e horarios estratégicos.

Uso de assistentes virtuais para consultas rapidas a bancos de dados criminais, reduzindo
o tempo de resposta operacional e aprimorando o processo de tomada de decisao.

2. Reconhecimento Facial e Analise Automatizada de Suspeitos

Integragdo de cameras inteligentes com sistemas de reconhecimento facial, permitindo
a identificacdo de criminosos procurados em tempo real.

Implementagdo de dispositivos portateis de reconhecimento facial, possibilitando
consultas rapidas e seguras durante abordagens policiais.

Criagao de um banco de perfis de suspeitos e foragidos, interligado com sistemas
nacionais e atualizado em tempo real para garantir maior precisao nas operagoes.

3. Big Data e Georreferenciamento para Policiamento Inteligente

Implementagdo de mapas criminais interativos, que permitam a visualizagdo de zonas
de risco e tendéncias criminais.

Uso de andlises de mobilidade urbana e comportamento criminal, garantindo a
distribui¢do mais eficiente do efetivo policial.

Integragdo com sensores urbanos para monitoramento de atividades suspeitas,

melhorando a capacidade de resposta preventiva.



22

A combinacdo dessas tecnologias possibilita uma abordagem orientada por dados,
permitindo que a PMSC atue de maneira preditiva e estratégica, minimizando riscos e

maximizando a eficiéncia operacional.

5.4.2 Resultados esperados

A adogao de tecnologias avangadas promoverd um salto qualitativo na gestao da
seguranca publica, garantindo maior eficacia na preven¢ao e repressao a criminalidade. Os
principais beneficios esperados incluem:

1. Aumento da capacidade de preven¢do criminal, permitindo analises preditivas e
planejamento estratégico baseado em evidéncias.

2. Identificagdao mais rapida de criminosos foragidos, utilizando reconhecimento facial
em tempo real e integracdo com bancos de dados nacionais.

3. Otimiza¢ao do uso do efetivo policial, garantindo que os recursos sejam alocados
com base em dados concretos e padroes criminais.

4. Melhoria na analise € monitoramento de incidentes, com o suporte de IA e Big Data
para identificar padrdes e prever tendéncias criminais.

5. Reducdo da criminalidade e aumento da sensacdo de seguranca da populagdo,
fortalecendo a confianca na atuacdo da PMSC.

A implantagao dessas tecnologias deve ocorrer de forma gradual e integrada, garantindo
que os agentes estejam treinados e preparados para utiliza-las de maneira eficiente. O uso
estratégico da tecnologia, aliado a integragdo de sistemas e a capacitagdo dos policiais,
consolidard um modelo de policiamento mais inteligente, proativo e orientado por dados
concretos.

A sinergia entre os trés pilares propostos — Integragdo de Sistemas, Capacita¢do dos
Policiais e Uso Estratégico da Tecnologia — ¢é essencial para que o modelo de inteligéncia
policial seja plenamente eficaz. Sem integracdo de dados, os policiais ndo terdo acesso a
informacdes estratégicas; sem capacitacao, as ferramentas tecnologicas serdo subutilizadas; e

sem o uso adequado de tecnologia, a atuagdo policial continuard reativa e menos eficiente.

6 CONCLUSAO

Este estudo teve como objetivo relatar os desafios enfrentados pela Policia Militar de

Santa Catarina (PMSC) na implementa¢do de um modelo eficiente de gestao de inteligéncia e
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prevencao criminal, bem como propor solugdes para aprimorar a atuag¢do policial em areas
criticas. A pesquisa revelou que a fragmentacdo de sistemas de informagdo, a auséncia de
capacitacdo continua dos policiais e a subutilizacao de tecnologias avangadas sdo os principais
obstaculos para a consolidacdo de um policiamento verdadeiramente proativo e baseado em
dados.

Diante desse cenario, o estudo propds um modelo integrado de gestdo de inteligéncia,
fundamentado em trés pilares: Integracdo de Sistemas, Capacitacdo dos Policiais ¢ Uso
Estratégico da Tecnologia. A integracao de sistemas possibilita um acesso mais agil e preciso
as informacgdes operacionais, garantindo maior eficiéncia na tomada de decisdes em tempo real.
A capacitagdo dos policiais assegura que os agentes tenham conhecimento técnico para
interpretar e aplicar a inteligéncia operacional de maneira eficaz. Por fim, o uso estratégico da
tecnologia, com a adogao de Inteligéncia Artificial, reconhecimento facial e analise preditiva
de crimes, permite a alocacdo otimizada dos recursos e fortalece a capacidade da PMSC de
antecipar delitos e reduzir os indices criminais.

Os achados da pesquisa indicam que a transi¢ao para um policiamento orientado por
inteligéncia ndo depende apenas de tecnologia, mas também de mudangas organizacionais €
culturais dentro da corporagdo. O sucesso desse modelo estd condicionado a adogdo de praticas
padronizadas, ao investimento continuo na capacitacdo dos agentes e a integracdo eficiente
entre as forcas de seguranca. Além disso, ¢ essencial que haja suporte institucional e
investimento governamental para garantir que as ferramentas tecnologicas sejam incorporadas

de forma sustentavel e acessivel a todas as unidades da PMSC.

6.1 Sugestdes para futuras pesquisas e limitacoes do estudo

Apesar da contribuicdo teodrica e pratica deste estudo, algumas limitagdes devem ser
consideradas. A pesquisa concentrou-se na realidade da PMSC, sendo necessario ampliar a
analise para outras corporagdes policiais no Brasil para compreender como diferentes estados
lidam com os desafios da inteligéncia policial. Além disso, a implementacao das solugdes
propostas requer validagdes empiricas, como projetos-piloto para testar a efetividade da
integracdo de sistemas, os impactos da capacitacdo dos policiais e a eficiéncia das tecnologias
recomendadas.

Futuras pesquisas podem explorar modelos comparativos de inteligéncia policial em
diferentes paises, avaliando as melhores praticas internacionais que poderiam ser adaptadas a

realidade brasileira. Além disso, ¢ recomendével investigar os impactos sociais e institucionais
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da adocdo de novas tecnologias na seguranga publica, especialmente no que se refere a
privacidade de dados e ao uso ético de ferramentas como reconhecimento facial e andlise

preditiva.

6.2 Consideracoes finais

O avango da criminalidade exige que as forcas de seguranca adotem estratégias
inovadoras e baseadas em inteligéncia. A implementa¢ao de um modelo aprimorado de gestao
de inteligéncia na PMSC pode representar um marco na modernizacao da seguranca publica em
Santa Catarina, permitindo que a corporacao atue de maneira mais eficaz, integrada e preventiva.

A seguranca publica deve ser tratada como um campo dindmico e em constante evolucao,
no qual a gestdo do conhecimento, o uso eficiente da tecnologia e a capacitagao continua dos
agentes desempenham um papel essencial. Ao consolidar um modelo de policiamento
fundamentado na inteligéncia operacional, a PMSC estard ndo apenas reduzindo a

criminalidade, mas também fortalecendo a relacao entre a policia e a sociedade, aumentando a

confianca da populagdo na instituigao.
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APENDICE A — QUESTIONARIOS APLICADOS AOS POLICIAS MILITARES

Questionario para Policiais Operacionais

Objetivas (Escala de 1 a 5):

1. De 1 a 5, como vocé avalia a qualidade das informacdes recebidas antes de iniciar o
atendimento as ocorréncias?

2.De 1 a5, qual ¢ o nivel de precisdo das informagdes recebidas para identificar riscos durante
o patrulhamento?

3. De I a 5, como vocé avalia a rapidez com que as informagdes sdo compartilhadas entre os
policiais?

4. De 1 a 5, o quanto as ferramentas tecnologicas disponiveis auxiliam no planejamento e
execuc¢ao de patrulhamento?

5.De 1 a5, como vocé avalia a integrag@o entre as informagdes que vocé coleta e as decisdes
tomadas pelo comando?

6. De 1 a 5, qudo eficiente ¢ o sistema atual de comunicacdo entre as guarni¢des de
patrulhamento?

7.De 1 a5, qual € o impacto das informagdes recebidas em tempo real na reducdo de incidentes
durante o patrulhamento?

8. De 1 a 5, como vocé avalia a clareza das instrugdes recebidas do comando baseadas nos
dados de inteligéncia?

9.De 1 a 5, quao frequente ¢ o feedback sobre as informacdes que vocé fornece ao comando?
10. De 1 a 5, como vocé avalia o nivel de treinamento oferecido para o uso de ferramentas de
coleta e analise de dados?

Subjetivas:

1. Em sua opinido, que tipo de informacgao adicional poderia melhorar significativamente suas
operagdes de patrulhamento?

2. Que melhorias tecnologicas ou operacionais vocé sugeriria para fortalecer a coleta e o uso de
dados no campo?

3. Relate uma situacao em que a falta de informagdes adequadas prejudicou o atendimento a

uma ocorréncia?

Questionario para Comandantes de Companhia

Objetivas (Escala de 1 a 5):
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1. De 1 a 5, como vocé avalia a qualidade dos dados coletados pelos policiais operacionais no
campo?

2.De 1 a5, quao eficiente ¢ o fluxo de informagdes entre as equipes operacionais € o0 comando?
3.De 1 a5, como vocé avalia a precisao dos relatérios operacionais utilizados para planejar o
policiamento?

4.De 1 a 5, qual ¢ a sua confianga nos sistemas de inteligéncia disponiveis na sua unidade?
5.De 1 a5, como vocé avalia a eficacia das ferramentas tecnologicas para analise de dados e
tomada de decisao?

6. De 1 a 5, o quanto as informagdes compartilhadas em tempo real influenciam positivamente
no direcionamento do policiamento?

7.De 1 a5, como voce avalia a capacidade dos policiais em campo de coletar dados relevantes
e precisos?

8.De 1 a5, como vocé considera o uso atual de georreferenciamento e Big Data na sua unidade?
9. De 1 a 5, qudo satisfatoria ¢ a integracdo entre as informagdes coletadas no campo e o
planejamento estratégico?

10. De 1 a 5, quao eficazes sao os treinamentos oferecidos para capacitacdo no uso de
inteligéncia policial e tecnologia?

Subjetivas:

1. Quais sdo os principais desafios enfrentados na integra¢ao das informag¢des operacionais para
o planejamento estratégico?

2. Que sugestoes vocé daria para aprimorar os processos de coleta, analise e uso de dados
operacionais?

3. Descreva um exemplo em que o uso de inteligéncia tenha impactado positivamente ou

negativamente o direcionamento de operagdes.



